Jak ustrzec sie przed kradzieza danych...
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Jak ustrzec sie przed kradziezg danych

.Kradziez danych mi nie grozi, zawsze pilnuje swoich dokumentéw” - tak mysli niestety duza
grupa osob. Jestes wsrdd nich? Jesli tak, to musisz wiedzied, ze do kradziezy tozsamosci
ztodzieje nie zawsze potrzebujg Twoich dokumentéw - dowodu, paszportu czy prawa jazdy.
Wystarczg im dane, jakie sam w chwili nieuwagi niefrasobliwie dostarczysz.

Jak zatem ochroni¢ sie przed kradziezg danych osobowych?
1. Nie podawaj swoich danych w trakcie rozmoéw telefonicznych nieznajomym osobom

Czym sg dane osobowe? Takie dane to m.in. imie, nazwisko, data urodzenia, adres, numer
konta bankowego, informacje o wyksztatceniu, doswiadczeniu zawodowym, numer telefonu,
adres e-mail. Obecnie, w niektérych sytuacjach, jako dane osobowe traktowane sg rowniez
pliki cookies, numer IMEI, nick, login itp.

2. Bardzo doktadnie niszcz stare dokumenty i korespondencje, ktérych chcesz sie pozby¢ - to
fantastyczne zrédto wiedzy na Twdj temat

| wbrew temu, co mozesz mysle, nie ma pewnosci, ze kiedy trafig do Smieci, nikt ich nie
przeczyta. A kiedy trafig w rece oséb niepowotanych, mozesz w dos¢ krétkim czasie odczuc to
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dos¢ bolesnie, poprzez koniecznos¢ sptacania kredytu wytudzonego na Twoje nazwisko.Chot¢
tak naprawde konsekwencji kradziezy danych moze by¢ wiecej.

3. Nie zostawiaj swoich dokumentéw w rekach oséb niepowotanych

Np. nie udostepniaj dowodu osobistego w zastaw, gdy chcesz wypozyczy¢ kajak lub rower.
Nigdy nie wiesz, co stanie sie z nim podczas Twojej nieobecnosci i w czyje rece trafig Twoje
dane, gdy stracisz dowdd z zasiegu wzroku. Moze trafi¢ w rece oszustéw, ztodziei tozsamosci.

Zadna instytucja lub placéwka nie moze zada¢ od Ciebie zostawienia dowodu osobistego w
zamian za wypozyczenie sprzetu. | jest to zakaz usankcjonowany prawnie, za ztamanie ktérego
grozi nawet kara pozbawienia wolnosci.

4. Nigdy nie otwieraj e-maili podejrzanych lub nieznanego pochodzenia

Czesto spotykang praktyka, jaka stosujg oszusci, jest wysytanie wiadomosci, ktére zawierajg
niebezpieczne linki. Prowadza one do fatszywych stron znanych bankdéw, platform aukcyjnych
itp. Znajdziesz na nich ponaglajaca informacje wzywajgca do uzupetnienia w dos¢ krétkim
czasie swoich danych osobowych, pod pretekstem zawieszenia konta.

To standardowy przyktad préby oszustwa. Pamietaj, ze banki, instytucje finansowe ani zadne
inne uczciwe instytucje nie stosujg tego typu praktyk! Nigdy wiec sie do nich nie stosuj i
ignoruj tego typu maile!

Nie daj sie ztodziejom

Ztodzieje, ktérzy majg Twoje dane osobowe, moga nie tylko utworzy¢ fatszywe konto na
portalu spotecznosciowym, ale réwniez zwrdci¢ sie do banku po pozyczke. Gdy ta zostanie im
przyznana, mogg podpisa¢ umowe kredytowg. Dlatego tez, co jeszcze raz podkreslamy, warto
zawsze by¢ czujnym i ostroznym, a z drugiej strony wzmocni¢ ochrone, korzystajac z Alertéw
BIK https://www.nieskradzione.pl/alerty-bik . Dzieki nim zostaniesz zaalarmowany, kiedy ktos
bedzie prébowat wytudzi¢ kredyt, poszywajac sie pod Ciebie.
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